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Critical Areas Covered:
• Data Management
• Backup and Snapshot Recovery
• Endpoint Management
• Networking Security
• Account & Password management
• Monitoring Logging and Alerting
• Infrastructure Systems and Incident Response
• Incident Response

ActiveRecoveryTM Incident Response Readiness Workshop
According to multiple studies, breaches and ransomware have more than doubled in the past 
year. A recent report commissioned by Sophos interviewed 5,400 IT professionals at        
mid-sized organizations, where 37% discovered they had been impacted by ransomware and 
54% confirmed that cybercriminals succeeded in encrypting their data at an average cost of 
$1.85M. Is your business capable of defending itself and surviving a major attack?

Workshop Overview
Fortis by Sentinel is proud to offer you our ActiveRecoveryTM Incident Response Readiness Workshop, which 
focuses on eight critical areas to help determine how well your organization would handle a cyber attack. 
Our experienced Cyber Commanders engage with your team, deliver maturity ratings across key areas, and 
include practical recommendations to improve your ability to fight back and keep your systems secure.  

During the workshop, Fortis ActiveRecoveryTM experts guide your team to 
identify business criticality, current level of maturity, desired level of maturity 
over time, and key inhibitors to success. Our experts detail common insurer 
requirements based on direct experience of being involved in claims with 
nearly every major cyber insurer. They will share field experiences with insurers 
and provide information on current trends in cyber insurance coverage. 

According to Gartner, the defense 
lifecycle is a continuous process of 
Preparation, Prevention, Detection 
and  Mitigating  Attacks. When a 
ransomware attack is successful, 
the Recovery and Root Cause 
Analysis phases are triggered. 




